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Abstract of the contribution: This contribution attempts to clarify the design intent for support different levels of NRF.  It also attempts to address the on-going debates on the early vs. late binding of the UE with the selected NSI corresponding to Allowed S-NSSAI determined by the NSSF.  While trying to propose the resolution to settle the debates, this PCR also attempts to address the two related ENs in clause 5.15.5. 
Background
During the last SA2#122 meeting, a decision, which was captured in the technical meeting report, was made to have the AMF to query the “higher level NF” to determine the Allowed NSSAI and the set of candidate serving AMFs, unless the serving AMF has been configured with specific criteria to support the “higher level NF” functions.    Also, the decision was made to refer such “high level NF” as NSSF (Network Slice Selection Function).   As the result of this decision, the following descriptions in TS 23.501 further clarify the functionality of NSSF.
	Clause 5.15.1: 

The selection of the set of Network Slice instances for a UE is triggered by the first contacted AMF in a registration procedure normally by interacting with the NSSF, and it may lead to change of AMF. This is further described in clause 5.15.5.

	Clause 5.15.2: 

……. Upon association with an S-NSSAI, the UE is served by the same Network Slice instance for that S-NSSAI until cases occur where e.g. Network Slice instance is no longer valid in a given registration area, or a change in UE's Allowed NSSAI occurs etc. In such cases, procedures mentioned in clause 5.15.5.2.2 or clause 5.15.5.2.3 applies.

	Clause 6.2.14: 

6.2.14
NSSF

The Network Slice Selection Function (NSSF) supports the following functionality:

-
Selecting the set of network slice instances serving the UE,

-
Determining the Allowed NSSAI,

-
Determining the AMF Set to be used to serve the UE, or, based on configuration, a list of candidate AMF(s), possibly by querying the NRF.


During the same meeting, a decision has also been made to ensure 5GC specifications to enable that NRFs know only about NFs belonging to a set of slices and not all NFs from the whole PLMN.  As a result, as captured in TS 23.501 clause 6.2.6, three types of NRFs were introduced, i.e. PLMN-level, shared-slice level and slice-specific level. 
Clearly, these three types of NRFs should not overlap each other to serve the same NSI, otherwise, it would be meaningless to define three different scopes of NRFs .   The main purpose of having the three types of NRFs is to support the query of the NF which is designed to be exposed to specific level within the PLMN.  For example, UDM and NSSF are to be exposed at the PLMN level.  However, such design intent was not captured in the TS 23.501. Therefore, the following descriptions of the three levels of NRFs as described in clause 6.2.6 should be further clarified to reflect such sentiment.  
	Clause 6.2.6: 

…In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.


During the SA2#122 meeting, there were discussions regarding the early binding (EB) and late binding (LB) with respect to the UE’s association with the selected NSI corresponding to the Allowed S-NSSAI for the given UE.  The support for EB has already documented in clauses 5.15.1, 5.15.2 and 6.2.14 with the highlighted text above.   The question remains is about whether the LB should also be supported.  Both approaches clearly have their pros and cons.  The intent of this PCR is to examine the merit of LB. 
Based on the original design intent of the NSSF and NRF as described earlier, this PCR examines the different aspects of EB and LB including the roaming scenario to support the network slicing.  While making the recommendation for the way forward, this PCR addresses the two ENs in clause 5.15.5 that have relationship on the resolution of these topics.   The ENs that this PCR attempts to address are: 
	1.
	Editor's note:
Whether more information can be sent to the NSSF is FFS.

	2.
	Editor's note:
Whether more information is returned by the NSSF (e.g. mapping of S-NSSAI to specific network slice instances) is FFS.


Considerations and Observations
Consideration#1:  Multi-level NRFs
There are service requirements from SA ( refer to TS 22.261) and security requirements from SA3 (refer to TR 33.899) to support privacy and isolation between network slices.  Today SA2 network slicing architecture supports partial isolation among NSIs of which some NFs are shared among the NSIs, e.g .AMF.  For those network functions that are not shared between the NSIs, the SA2 network slicing architecture should ensure to limit the exposure of those NFs within the corresponding scope, e.g. within the NSI.  As a result, in last SA2#122 meeting, three levels of NRFs support were agreed, and they are:

· PLMN level NRF

· Shared-slice level NRF, and

· Slice-specific NRF   

The scope of the exposure of the NFs within the PLMN and within the NSI is operator’s implementation decision.  The corresponding level of the NRF supports the appropriate exposure of the given NF.   Therefore, these different levels of NRFs should not operate overlapping each other, for example, by suggesting the PLMN level NRF to have access to the lower level of the NRF to discover the NF supported by the lower level NRF.  Such consideration defeats the purpose for controlling the exposure of a given NF.      
To be more specific, the intent of the PLMN level NRF is to support the discovery (i.e. exposure) of the NF that is visible at the PLMN level (i.e. UDM, PCF, NEF, NSSF etc.) and is not tied to specific NSI.   These PLMN-level NFs (i.e. UDM, PCF, NEF, NSSF etc.) are exposed to any other NF within the PLMN via the support from PLMN level NRF.  For example, AMF can query PLMN level NRF for the serving UDM, PCF, NEF etc. for the given UE; however, AMF needs to query the NSI’s serving NRF, which could be Shared-slice level NRF or Slice-specific NRF dependent on the network implementation decision to discovery the target serving AMF. 
The intent of the Shared-slice level NRF is to support discovery for the NF within a group of NSIs.  For example, an operator may configure a NRF to support the NF discovery for the NFs in the group of NSIs that serves the S-NSSAIs which support the same SST.   
The intent of the slice-specific NRF is to support NRF discovery for the NFs that expose to the other NFs specific to the particular NSI.  
Without network slicing, all NFs are exposable to all other NFs.  Only a single level of NRF is needed.   
In case of network slicing, as defined in clause 6.2.6, we have three possible levels of NRFs which serve their corresponding specific levels of the NF as described above.  Given the partial isolation nature across multiple NSIs, one NF may serve multiple NSIs.  
During the NSI selection, the NSSF which has the fully knowledge of the NSI topology within the PLMN is aware of which AMF set and NRF serve the target set of Allowed S-NSSAIs. NSSF may query the appropriate NRF for the appropriate AMF to serve the target set of Allowed S-NSSAIs.  NSSF indicates either the AMF set or specific serving AMF to serve the target NSI(s).    
	Observation#1: The multi-level NRFs is designed to control the exposure of the NFs for its the corresponding scope, e.g. within the PLMN, within a group of NSIs or within the NSI..  The scope of the exposure of the NFs within the PLMN and within the NSI is operator’s implementation decision.  The corresponding level of the NRF supports the appropriate exposure of the given NF.   Therefore, these different levels of NRFs should not operate overlapping each other.   

· The intent of the PLMN level NRF is to support the discovery (i.e. exposure) of the NF that is visible at the PLMN level (i.e. UDM, PCF, NEF, NSSF etc.) and is not tied to specific NSI.   These PLMN-level NFs (i.e. UDM, PCF, NEF, NSSF etc.) are exposed to any other NF within the PLMN via the support from PLMN level NRF.  For example, AMF can query PLMN level NRF for the serving UDM, PCF, NEF etc. for the given UE; however, AMF needs to query the NSI’s serving NRF, which could be Shared-slice level NRF or Slice-specific NRF dependent on the network implementation decision to discovery the target serving AMF. 

· The intent of the Shared-slice level NRF is to support discovery for the NF within a group of NSIs.  For example, an operator may configure a NRF to support the NF discovery for the NFs in the group of NSIs that serves the S-NSSAIs which support the same SST.   

· The intent of the slice-specific NRF is to support NRF discovery for the NFs that expose to the other NFs specific to the particular NSI.  

Without network slicing, all NFs are exposable to all other NFs.  Only a single level of NRF is needed.   

In case of network slicing, as defined in clause 6.2.6, we have three possible levels of NRFs which serve their corresponding specific levels of the NF as described above.  Given the partial isolation nature across multiple NSIs, one NF may belong to multiple NSIs.  

During the NSI selection, the NSSF which has the fully knowledge of the NSI topology within the PLMN is aware of which optimal AMF set and appropriate NRF serve the target set of Allowed S-NSSAIs. NSSF may query the appropriate NRF to identify the optimal AMF from the AMF set to serve the target Allowed S-NSSAIs.  NSSF indicates either the AMF set or specific serving AMF is used to serve the target NSI(s).  


Consideration#2:   Discovery of serving NRF that serves the NSI
Based on the consideration#1 above, a given NF would have two ways to discover the serving NRF for its serving NSI: 

· via pre-configuration , or 
· via NSSF during the NSI selection

The FQDN or IP address of the serving NRF will be provided to the serving AMF.   When PDU session establishment is initiated, the serving AMF can then perform the direct NRF query to select the target NF. 
	Observation#2: a given NF would have two ways to discover the serving NRF for its serving NSI: 

· via pre-configuration , or 

· via NSSF during the NSI selection

The FQDN or IP address of the serving NRF will be provided to the serving AMF.   When PDU session establishment is initiated, the serving AMF can then perform the direct NRF query to select the target NF. 


Consideration#3:  EB vs. LB 
The concepts of the EB and LB were discussed during the last SA2#122 meeting.  The support for EB has already been captured in clauses 5.15.1, 5.15.2 and 6.2.14 (see highlighted reference text earlier).  The overall concept of EB and LB are as follows:

Early Binding (EB) -   Associating the UE with the selected NSI(s) according to the UE’s Allowed S-NSSAI(s) upon the successful UE registration.  The identification of the selected target serving NSI corresponding to the Allowed S-NSSAI and the serving NRF for the target NSI are identified and responded to the serving AMF to support future PDU session establishment.
  Late Binding (LB)  -   Associating the UE with Allowed S-NSSAI upon the successful UE registration, however, the selection of the target NSI happens only when receiving the first PDU session establishment request for the specific Allowed S-NSSAI.  Once the target NSI is selected, the serving NRF for the target NSI is also selected to progress the PDU session establishment procedure.
One of the main arguments promoting LB is the target slice’s NF’s condition is more clear during the PDU session establishment, hence, slice selected during the EB will not be optimal.  Although such consideration may be true for 1:n mapping in regular operation, however, it is only applicable to the very PDU establishment for the given Allowed S-NSSAI.  EB and LB makes no different to any subsequent PDU establishment for the same Allowed S-NSSAI.  Such consideration will not be true in case of the operation maintenance (e.g. scale in/out) where the condition of the NF is not the important consideration.  Instead, it is the operational status of the NSI which is the important consideration when associating the Allowed S-NSSAI with the target NSI.  
On the other hand, during the UE registration, the NSSF, which has the global view of the NSIs’ condition and status, selects the appropriate target NSIs based on the aggregated view of all the Allowed S-NSSAIs that are to be granted to the UE. Such important consideration ensures the most optimal AMF is selected to serve the UE to support as many services as possible.  
Another argument against the EB is the possible unnecessary roaming signalling between the vPLMN and hPLMN.  When considering the roaming support for network slicing, there are two types of roaming coordinations that companies have considered: 

(a) vNSSF to hNSSF, or 

(b) vNRF to hNRF.   

For the latter architecture approach, the supporting companies argued that there is one less roaming interface needed to be supported which is critical to operator.  However, the supporting companies for (a) disagree with such argument because the intent of the NSSF is to support service based interface.   Therefore, the roaming communication makes no different than the NRF approach and hence, it does not impose any additional roaming interface on top of the NRF approach.  Although, it is possible that, there could be unnecessary signalling for EB scenario if the given Allowed S-NSSAI is never requested by the UE.  Such disadvantage could be offset by many benefits that are described below.  

(1) Better performance for the first PDU session establishment because the serving NSI and the serving NRF would have been identified during the UE registration and there is no need to go through these two steps during the PDU session establishment.
(2) Lesser signalling overhead for slice selection because of the aggregation slice selection is done during the UE registration.   If the slice selection is done during the PDU session establishment, such process will need to be repeated for each first PDU establishment for the Allowed S-NSSAI. 
(3) Consistent slice selection procedure to support network service with or without the PDU session. 

(4) More effective approach to support n:m S-NSSAI and NSI mapping due to NSSF having the global view on identifying the best n:m mapping to minimize the number of serving NSIs during the UE registration.  Such aggregated mapping cannot be done at per PDU session establishment. 

After all these considerations and analysis, the PCR recommends the EB done in NSSF is a more superior and robust approach for slice selection.

Observation#3: Based on the analysis above, there are pros and cons for EB and LB, this PCR recommends the EB supported by NSSF is a more superior and robust approach for slice selection.
Consideration#4:   Proposed resolutions for the 3 ENs in clause 5.15.5 

Based on the above considerations and observations,   the following resolutions are proposed to the three ENs below: 

	1.
	Editor's note:
Whether more information can be sent to the NSSF is FFS.
Based on the above discussions, in addition to already included information in clause 5.15.5 that AMF will provide to NSSF for the Requested NSSAI, the Subscribed S-NSSAIs, location information, and possibly access technology being used by the UE, the PCR proposes to include also the UE’s SUPI and the default DNN corresponding to each Subscribed S-NSSAI as the additional information to be sent to NSSF. 

	2.
	Editor's note:
Whether more information is returned by the NSSF (e.g. mapping of S-NSSAI to specific network slice instances) is FFS.

In order to support 1:n or n:m mapping scenario between the Allowed S-NSSAI and the NSI and to support the specific NRF that is assigned to serve the group of NSIs or specific NSI , identifiers for the selected NSI and its corresponding serving NRF are needed to be returned by the NSSF to the serving AMF.  


	Observation#4: Two resolutions are proposed for the two above ENs:  

In addition to already included information in clause 5.15.5 that AMF will provide to NSSF for the Requested NSSAI, the Subscribed S-NSSAIs, location information, and possibly access technology being used by the UE, the PCR proposes to include also the UE’s SUPI and the default DNN corresponding to each Subscribed S-NSSAI as the additional information to be sent to NSSF.
In order to support 1:n or n:m mapping scenario between the Allowed S-NSSAI and the NSI and to support the specific NRF that is assigned to serve the group of NSIs or specific NSI , identifiers for the selected NSI and its corresponding serving NRF are needed to be returned by the NSSF to the serving AMF.  


***** Start of Change#1 *****

5.15.1
General

A Network Slice is defined within a PLMN and shall include:

-
the Core Network Control Plane and user plane Network Functions, as described in clause 4.2,

and, in the serving PLMN, at least one of the following:

-
the NG Radio Access Network described in 3GPP TS 38.300 [27],

-
the N3IWF functions to the non-3GPP Access Network described in clause 4.2.7.2.

Network slicing support for roaming is described in clause 5.15.6.

Network slices may differ for supported features and network functions optimisations. The operator may deploy multiple Network Slice instances delivering exactly the same features but for different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.

A single UE can simultaneously be served by one or more Network Slice instances via a 5G-AN. A single UE may be served by at most eight Network Slices at a time. The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.

The selection of the set of Network Slice instances, of which each of the Network Slice instances can correspond to one or more Allowed S-NSSAIs, for a UE is triggered by the first contacted AMF in a registration procedure normally by interacting with the NSSF, and it may lead to change of AMF. This is further described in clause 5.15.5.

SMF discovery and selection corresponding to the selected Network Slice instance is initiated by the AMF when a SM message to establish a PDU session is received from the UE. The NRF associated to the selected Network Slice instance is used to assist the discovery and selection tasks.

A PDU session belongs to one and only one specific Network Slice instance per PLMN. Different Network Slice instances do not share a PDU session, though different slices may have slice-specific PDU sessions using the same DNN.

***** End of Change#1 *****

***** Start of Change#2 *****

5.15.5
Detailed Operation Overview

5.15.5.1
General

The establishment of User Plane connectivity to a Data Network via a Network Slice instance(s) comprises two steps:

-
performing a RM procedure to select an AMF that supports the required Network Slices.

-
establishing one or more PDU session to the required Data network via the Network Slice Instance(s).

5.15.5.2
Selection of a Serving AMF supporting the Network Slices

5.15.5.2.1
Registration to a Set of Network Slices

When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE.

The Requested NSSAI may be either:

-
the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the current PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the current PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network for the present tracking area.

The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network for the present registration area, or was not previously added by the UE in a Requested NSSAI.

The subset of Allowed NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN.

The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the present registration area if the S-NSSAI was not previously permanently rejected (as defined below) by the network for the present registration area.

The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.

Editor's note:
Whether NSSAI in RRC and NAS are exactly the same, is to be determined.

When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.

When the AMF selected by the AN receives the UE Initial Registration request:

-
As part of the registration procedure described in 3GPP TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.

-
The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.

-
When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration criteria in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

Editor's note:
Whether to define the configuration criteria, and if so, which criteria, is FFS.

-
When the UE context in the AMF already includes an Allowed NSSAI, based on configuration criteria for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

Editor's note:
Whether to define the configuration criteria, and if so, which criteria, is FFS.

(A) Depending on fulfilling the configuration criteria as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:

-
AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).

-
If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling).

-
If this is not the case, the AMF queries the NSSF (see (B) below).

(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, location information, PLMN ID of SUPI  and possibly access technology being used by the UE.  Based on this information, local configuration, and other locally available information including RAN capabilities in the registration area, the NSSF does the following:


-
It determines the target Network Slice instance(s) for the given Allowed NSSAI. When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI,based on configuration, the NSSF may select the specific network slice instance to serve the UE,  the selection for the specific network slice instance may be deferred until the first PDU session establishment for the corresponding Allowed S-NSSAI.
-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.

-
It determines the Allowed NSSAI which may also take into account the availability of the network slice instances for its support in the current Registration Area.
-
Based on operator configuration, it may determine the NRF(s) to be used to select NFs/services for the corresponding network slice instance(s).
-
Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.

Editor's note:
the roaming scenario for network slice instance selection is FFS.

-
The NSSF returns to the current AMF the Allowed NSSAI and the target AMF Set, or, based on configuration, the list of candidate AMF(s), it may return the NRFs to be associated to the corresponding S-NSSAI(s) in the Allowed NSSAI. It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI.

 
 (C) Depending on the available information and based on configuration, the AMF may query the NRF with the target AMF Set. The NRF returns a list of candidate AMFs.
Editor’s note: In case the current serving AMF is not part of the AMF Set, which NRF is to be queried to obtain the list of candidate AMFs is FFS.
If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.

The serving AMF shall return to the UE the Allowed NSSAI. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is permanent (e.g. the S-NSSAI is not supported in the PLMN) or temporary (e.g. the S-NSSAI is not currently available in the registration area).

If the UE provides no Requested NSSAI, the network behaviour is the same as described in clause 5.15.5.2.1.2.
Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.

Editor's note:
Aspects of uniqueness of the 5G-S-TMSI are addressed in the discussion on registration management.

If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.
*****End of Change#1 *****

***** Start of Change#2 *****
5.15.5.3
Establishing connectivity PDU session to the required Network Slice Instance(s)
The establishment of a PDU session in a Network Slice to a DN allows data transmission in a Network Slice. A Data Network is associated to an S-NSSAI and a DNN.
The network operator may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:

-
If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.

If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session corresponding to this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.
When a specific network slice instance was not selected at Registration for the given S-NSSAI, the AMF queries the NSSF with this given S-NSSAI, location information, PLMN ID of SUPI to select the target network slice instance.
The AMF queries the NRF associated to this S-NSSAI, provided by the NSSF or configured in the AMF, to select an SMF in a Network Slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies, when the UE triggers the establishment of a PDU session. The selected SMF establishes a PDU session based on S-NSSAI and DNN.

Editor's note:
Whether additional information is provided to the NRF for SMF selection is FFS.

When the AMF belongs to multiple Network Slices, based on configuration, the AMF may use an NRF at the appropriate level for the SMF selection.

*****End of Change#2 *****

*****Start of Change#3 *****

5.15.6
Network Slicing Support for Roaming

For roaming scenarios:

-
If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.

-
If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.

Editor's note:
the UE configuration aspects are FFS

-
In RRC layer, the NSSAI, if provided, uses values valid in the VPLMN.

-
In Registration Request, the Requested NSSAI, if provided, shall include only the S-NSSAI values that are valid in the VPLMN.

-
The Allowed NSSAI in the Registration Accept includes S-NSSAI values that are valid in VPLMN.

-
In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.

-
The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values using the NRF either pre-configured or provided by the VNSSF. The Network Slice specific functions in the HPLMN (if applicable) are selected by using the HPLMN S-NSSAI via the support from the NRF in the HPLMN, which is either pre-configured or provided by the HNSSF in the HPLMN.
Editor’s note: The interaction between the NSSF in VPLMN and the NSSF in HPLMN is FFS

Editor's note:
The case where the HPLMN (based on roaming agreements) configured non-standard S-NSSAI values of the VPLMN in the Configured NSSAI for that PLMN is FFS.

*****End of Change#3 *****

***** Start of Change#4 *****

6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID

-
FQDN or IP address of NF
-
NF capacity information

-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Other service parameter, e.g., DNN
Editor's note:
whether service authorization information is included in every NF profile or in an independent authorization profile, is FFS.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):
-
PLMN level (the NRF is configured with information for the whole PLMN): to support the discovery of NFs visible at the PLMN level (e.g. UDM, PCF, NEF, NSSF etc.) and not tied to a specific Network Slice instance.   For example, AMF can query a PLMN-level NRF for the serving UDM, PCF, NEF etc. accessible by any NF within the PLMN,

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices): to support discovery of NFs within a set of Network Slice instances .  For example, an operator can configure a NRF to expose the given NF only to a community of NFs serving the Network Slice instances for a subset of the S-NSSAIs supported within this set of Network Slice instances,

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI): to support discovery of NFs only available to the other NFs serving the same Network Slice instance.

During the Network Slice instance selection, if not preconfigured in the AMF, the NSSF may identify the designated NRF that serves the Network Slice instance(s) corresponding to the S-NSSAIs in the Allowed NSSAI (see clause 5.15.5.2.1). 
NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.

***** End of Change#3 *****
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